Virtual Access to SEASCF MacOS Computer Lab (TH-410):

From Windows to MacOS:

1. Connectto the GW VPN
2. Download VNC viewer at https://www.realvnc.com/en/connect/download/viewer/windows/
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VNC® Connect consists of VYNC® Viewer and VNC® Server

Make sure you've installed VNC® Serve
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Download VNC Viewer

SHA-256: ¢993a515379bd54add8f9ce13222fe2f864c0e24bb0: '80508f1d6ab204583

3. Run the file you have downloaded, finish the install and VNC will pop up for the first time (if not,
select from the start menu):

VNC Viewer
File View Help
vnc Connﬂelc:l' |F.nter a VMC Server address or search
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There are no computers in your address book at present.

Sign in to your RealVMNC account to automatically discaver team computers,

Alternatively, enter the VMC Server IP address or hostname in the Search bar to connect directly.



http://seascf.seas.gwu.edu/vpn-access
https://www.realvnc.com/en/connect/download/viewer/windows/

4. Click on the Tompkins 410 link here or on https://seascf.seas.gwu.edu/remote-access-labs.
Select any available computer (green) and go back to VNC Viewer.
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5. Click File > New connection. You will see the following window. Fill out the general properties as
shown below. Select OK when you have finished.
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General  Options Expert
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VNG Server: |123.154.139.?9 |

Name: |SEAS1 5005 | h

Labels ]

Te nest labels, separate narmes with a forward slash (/)

|Enter a label name, or press Down to apply existing labels |

TH410 X

Security
Encrypticn: Prefer off w

[] Authenticate using single sign-on (550) if possible
[] Authenticate using a smartcard or certificate store if possible

Privacy
Update desktop preview autematically



https://sassafras1.seas.gwu.edu/maps/std/c50092df5eda3c4b92c0721b129fa102
https://seascf.seas.gwu.edu/remote-access-labs

6. Double click or right-click Connect on the connection you have just created:
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7. You will see a warning that the connection will not be encrypted. Please check “Don’t warn me
about this again” and click Continue.

0 Unencrypted connection

The connection to this VNC Server will not be encrypted.
VMNC Server: 128.164.139.79::5500 (TCP)

Your authentication credentials will be transmitted securely, but all
subsequent data exchanged while the connection is in progress may be
susceptible to interception by third parties,

Don't warn me about this again.

Continue Cancel

Stop



8. Please enter the Password: SEAS123!

E Authentication hod
Authenticate to VNC Server
128.164.139,79: 5900 (TCP)

Enter VMNC Server credentials
(Hint: NOT your RealVMNC account details)

Username:
Password:  [SEAS123) Ko
[ ] Remember password Forgot password?

Cancel

9. Click OK. You will be connected shortly.
10. Sign in with your GW NetID and password as you would in the lab:




